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Status of This Menop

Thi s docunment specifies an Internet standards track protocol for the

Internet conmunity, and requests di scussion and suggestions for
i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardization state

and status of this protocol. Distribution of this meno is unlimnited.

Abstract

The Internet today is in need of a standardized formfor the
transm ssion of internationalized "text" information, paralleling t

he

specifications for the use of ASCII that date fromthe early days of

the ARPANET. This docunent specifies that format, using UTF-8 with

normal i zati on and specific |ine-ending sequences.
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1. Introduction
1.1. Requirenent for a Standardi zed Text Stream For mat

Hi storically, Internet protocols have been |argely ASClI-based and
references to "text" in protocols have assumed ASCI| text and
specifically text in Network Virtual Term nal ("NVT") or "Network
ASCI 1" form (see Appendi x A and Appendix B). Protocols and fornats
that have noved beyond ASCI| have included arrangenents to
specifically identify the character set and often the | anguage being
used.

In our nore internationalized world, "text" clearly no | onger equates
unanbi guously to "network ASCI1". Fortunately, however, we are
convergi ng on Unicode [Unicode] [ISOL0646] as a single international
i nt erchange character coding and no | onger need to deal with per-
script standards for character sets (e.g., one standard for each of
Arabic, Cyrillic, Devanagari, etc., or even standards keyed to

| anguages that are usually considered to share a script, such as
French, German, or Swedish). Unfortunately, though, while it is
certainly tine to define a Unicode-based text type for use as a
comon text interchange format, "use Unicode" involves even nore
anbiguity than "use ASCII" did decades ago.

Uni code identifies each character by an integer, called its "code
point", in the range 0-0x10ffff. These integers can be encoded into
byt e sequences for transmission in at |east three standard and
general | y-recogni zed encoding fornms, all of which are conpletely
defined in The Unicode Standard and the docunments cited bel ow

o UTF-8 [RFC3629] defines a variable-length encoding that may be
applied uniformy to all code points.

0 UTF-16 [RFC2781] encodes the range of Unicode characters whose
code points are | ess than 65536 straightforwardly as 16-bit
i ntegers, and provides a "surrogate" mechani smfor encoding |arger
code points in 32 bits.

0 UTF-32 (also known as UCS-4) sinply encodes each code point as a
32-bit integer.

A der fornms and nomencl ature, such as the 16-bit UCS-2, are now
strongly di scouraged.

As with ASCII, any of these fornms may be used with different |ine-
endi ng conventions. That flexibility can be an additional source of
confusion with, e.g., index (offset) references into docunents based

on character counts.
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Thi s docunent proposes to establish "Net-Unicode" as a new
standardi zed text transmission formfor the Internet, to serve as an
internationalized alternative for NVT ASCI|I when specified in new --
and, where appropriate, updated -- protocols. UTF-8 [RFC3629] is
chosen for the coding because it has good conpatibility properties
with ASCII and for other reasons discussed in the existing | ETF
character set policy [RFC2277]. "Net-Unicode" is specified in
Section 2; the subsequent sections of the docunent provide background
and expl anati on.

Whenever there is a choice, Unicode SHOULD be used with the text
encodi ng specified here. This conbination is preferred to the
doubl e- byt e encodi ng of "extended ASCI|" [RFC0698] or the assorted
per -l anguage or per-country character coding systens.

1.2. Termnol ogy

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

2. Net-Unicode Definition

The Network Uni code format (Net-Unicode) is defined as foll ows.
Parts of this definition are deliberately informal, providing
gui dance for specific profiles or rules in the protocol s that
reference this one rather than firmrules that apply globally.

1. Characters MJST be encoded in UTF-8 as defined in [ RFC3629].

2. If the protocol has the concept of "lines", |ine-endings MIST be
i ndi cated by the sequence Carriage-Return (CR, U+000D) foll owed
by Line-Feed (LF, W000A), often known just as CRLF. CR SHOULD
NOT appear except when followed by LF. The only other allowed
context in which CRis permtted is in the conbination CR NUL,
which is not reconmended (see the note at the end of this
section).

3. The control characters in the ASCIlI range (W0000 to W+001F and
U+007F to WO009F) SHOULD generally be avoi ded. Space (SP
U+0020), CR, LF, and Form Feed (FF, W+000C) are exceptions to
this principle, but use of all but the first requires care as
di scussed el sewhere in this docunent. The so-called "C1
Control s" (U+0080 through W009F), which did not appear in ASClI
MJST NOT appear.

FF shoul d be used only with caution: it does not have a standard
and universal interpretation and, in particular, if its use

Kl ensi n & Padl i psky St andar ds Track [ Page 3]



RFC 5198 Net wor k Uni code March 2008

assunmes a page length, such assunptions nmay not be appropriate in
i nternational contexts (e.g., considering 8.5x11 i nch paper
versus A4d). Oher control characters are used to affect display
format, control devices, or to structure files. None of those
uses is appropriate for streans of plain text.

4. Before transnission, all character sequences SHOULD be nornualized
according to Unicode normalization form"NFC' (see Section 3).

5. As suggested in Section 6 of RFC 3629, the Byte Order Mark
("BOM') signature MJUST NOT appear at the begi nning of these text
strings.

6. Systens conforming to this specification MJST NOT transnit any
string containing any code point that is unassigned in the
version of Unicode on which they are dependent. The version of
NFC and the version of Unicode used by that system MJUST be
consi stent.

The use of LF without CR is questionable; see Appendix B for nore

di scussion. The newer control characters |IND (W0084) and NEL (" Next
Li ne", U+0085) night have been used to di sanmbi guate the various |ine-
endi ng situations, but, because their use has not been established on
the I nternet, because nany protocols require CRLF, and because | ND
and NEL fall within the "Cl Controls" group (see below), they MJST
NOT be used. Similar observations apply to the yet newer |ine and
par agr aph separators at W2028 and W2029 and any future characters
that night be defined to serve these functions. For this

speci fication and protocols that depend on it, lines end in CRLF and
only in CRLF. Anything that does not end in CRLF is either not a
line or is severely malforned.

The NVT specification contained a nunber of additional provisions,
e.g., for the optional use of backspacing and "bare CR' (sent as CR
NUL) to generate overstruck character sequences. The nuch greater
nunber of preconposed characters in Unicode, the availability of
combi ni ng characters, and the grow ng use of markup conventions of
various types to show, e.g., enphasis (rather than attenpting to do
that via the use of special characters), should make such sequences
| argely unnecessary. These sequences SHOULD be avoided if at al
possi bl e. However, because they were optional in NVT applications
and this specification is an NVT superset, they cannot be prohibited
entirely. The nost inportant of these rules is that CR MJUST NOT
appear unless it is imediately followed by LF (indicating end of
line) or NUL. Because NUL (an octet whose value is all zeros, i.e.,
%00 in the notation of [RFC5234]) is hostile to progranmm ng

| anguages that use that character as a string delimter, the CR NUL
sequence SHOULD be avoi ded for that reason as well.
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3.

Nor mal i zat i on

There are cases where strings of Unicode are fundanentally
equi val ent, essentially representing the sane text. These are called
"canoni cal equivalents" in the Unicode Standard. For exanple, the
follow ng pairs of strings are canonically equivalent:

U2126 OHM SI GN
WH03A9 GREEK CAPI TAL LETTER OVEGA

U+0061 LATIN SVMALL LETTER A, W+0300 COVBI NI NG GRAVE ACCENT
U+OOEO LATIN SMALL LETTER A W TH GRAVE

Conparison of strings becomes nmuch easier if any such cases are

al ways represented by a single unique form The Uni code Consortium
specifies a normalization form known as NFC [ NFC], which provides

t he necessary mappi ngs and mechani sns to convert all canonically
equi val ent sequences to a single unique form Typically, this form
produces preconposed characters for any sequences that can be
represented in that fashion. |t also reorders other conbining marks
so that they have a uni que and unanbi guous order

O the various nornalization forms defined as part of Unicode, NFC is
closest to actual use in practice, nmnimzes side-effects due to
consi dering characters equivalent that may not be equivalent in al
situations, and typically requires the | east work when converting
from non- Uni code encodi ngs.

The section above requires that, except in very unusual

ci rcunstances, all Net-Unicode strings be transmitted in normalized
form Recognition of the fact that some inplenentations of
applications may rely on operating systemlibraries over which they
have little control and adherence to the robustness principle
suggests that receivers of such strings should be prepared to receive
unnormal i zed ones and to not react to that in excessive ways.

Ver si ons of Uni code

Uni code changes and expands over time. Large blocks of space are
reserved for future expansion. New versions, which appear at regul ar
intervals, add new scripts and characters. GCccasionally they al so
change sone property definitions. In retrospect, one of the

advant ages of ASCII [ASCII] when it was chosen was that the code
space was full when the Standard was first published. There was no
practical way to add characters or change code point assignnents

wi t hout bei ng obviously inconpati bl e.

Kl ensi n & Padl i psky St andar ds Track [ Page 5]



RFC 5198 Net wor k Uni code March 2008

While there are sone security issues if people deliberately try to
trick the system (see Section 6), Unicode version changes shoul d not
have a significant inpact on the text stream specification of this
docunent for the foll ow ng reasons:

0 The transformati on between Uni code code table positions and the
corresponding UTF-8 code is algorithmic; it does not depend on
whet her a code point has been assigned or not.

o The normalization reconmended here, NFC (see Section 3), perforns
a very limted set of mappings, much nore linited than those of
the nore extensive NFKC used in, e.g., Naneprep [RFC3491].

The NFC tables may be updated over tinme as new characters are added,
but the Unicode Consortium has guaranteed the stability of all NFC
strings. That is, if a string does not contain any unassi gned
characters, and it is normalized according to NFC, it will always be
normal i zed according to all future versions of the Unicode Standard.
The stability of the Net-Unicode format is thus guaranteed when any
i npl enentation that converts text into Net-Unicode format does not
permt unassi gned characters.

Because Uni code code points that are reserved for private use do not
have standard definitions or normalization interpretations, they
SHOULD be avoided in strings intended for Internet interchange.

Were Unicode to be changed in a way that violated these assunptions,
i.e., that either invalidated the byte string order specified in RFC
3629 or that changed the stability of NFC as stated above, this
specification would not apply. Put differently, this specification
applies only to versions of Unicode starting with version 5.0 and
extendi ng to, but not including, any version for which changes are
made in either the UTF-8 definition or to NFC stability. Such
changes woul d vi ol ate established Unicode policies and are hence
unlikely, but, should they occur, it would be necessary to eval uate
them for conpatibility with this specification and ot her |nternet
uses of NFC.

If the specification of a protocol references this one, strings that
are received by that protocol and that appear to be UTF-8 and are not
otherwise identified (e.g., by charset |abeling) SHOULD be treated as
using UTF-8 in conformance with this specification.
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5. Applicability and Stability of this Specification
5.1. Use in | ETF Applications Specifications

During the devel opnent of this specification, there was sone
confusi on about where it would be useful given that, e.g., the

i ndi vidual M ME nedia types used in email and with HTTP have their
own rul es about UTF-8 character types and normalization, and the
application transport protocols inpose their own conventions about
line endings. There are three answers. The first is that, in
retrospect, it would have been better to have those protocols and
content types standardi zed in the way specified here, even though it
is certainly too late to change themat this tinme. The second is
that we have several protocols that are dependent on either the
original Telnet design or other arrangenents requiring a standard,

i nteroperable, string definition w thout specific content-I|abels of
one sort or another. Wiois [RFC3912] is an exanple nenber of this
group. As consideration is given to upgrading themfor non-ASCl I
use, this specification provides a nornative reference that provides
the sanme stability that NVT has provided the ASCII forns. This
specification is intended for use by other specifications that have
not yet defined how to use Unicode. Having a preferred standard
Internet definition for Unicode text streanms -- rather than just one
for transm ssion codings -- nay help inprove the specification and
interoperability of protocols to be developed in the future. This
specification is not intended for use with specifications that

al ready allow the use of UTF-8 and precisely define that use.

5.2. Unicode Versions and Applicability

The | ETF faces a practical dilemma with regard to versions of

Uni code. Each new version brings with it new characters and

soneti mes new conbi ning characters. Version 5.0 introduces the new
concept of sequences of characters naned as if they were individua
characters (see [NamedSequences]). The nornmalization represented by
NFC is stable if all strings are transnmitted and stored in nornalized
formif corrections are never nmade to character definitions or
normal i zation tables and if unassi gned code points are never used.
The latter is inportant because an unassi gned code point al ways
normalizes to itself. However, if the same code point is assigned to
a character in a future version, it may participate in sonme other
normal i zati on mappi ng (sonme specific difficulties in this regard are
di scussed in [RFC4690]). It is worth noting that transmission in
normal i zed formis not required by either the |ETF s UTF-8 Standard

[ RFC3629] or by standards dependent on the current version of
Stringprep [ RFC3454].
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Al'l would be well with this as described in Section 4 except for one
probl em Applications typically do not performtheir own conversions
to Unicode and may not performtheir own nornalizations but instead
rely on operating systemor |anguage |ibrary functions -- functions
that nay be upgraded or otherw se changed wi thout changes to the
application code itself. Consequently, there nay be no pl ausible way
for an application to know whi ch version of Unicode, or which version
of the normalization procedures, it is utilizing, nor is there any
way by which it can guarantee that the two will be consistent.

Because of per-version changes in definitions and tables, Stringprep
and docunents depending on it are now tied to Unicode Version 3.2

[ Uni code32] and full interoperability of Internet Standard UTF-8

[ RFC3629], when used with nornalization as specified here, is
dependent on nornalization definitions and the definition of UTF-8
itself not changing after Unicode Version 5.0. These assunptions
seemfairly safe, but they are still assunptions. Rather than being
linked to the | atest avail able version of Unicode, version 5.0

[ Uni code] or broader concepts of version independence based on

speci fic assunptions and conditions, this specification could
reasonably have been tied, |ike Stringprep and Nameprep to Uni code
3.2 [Unicode32] or some nore recent internediate version, but, in
addition to the obvious disadvantages of having different |ETF
standards tied to different versions of Unicode, the library-based
application inplenmentati on behavi or descri bed above nakes these
version |inkages nearly neaningless in practice.

In theory, one can get around this problemin four ways:

1. Freeze on a particular version of Unicode and try to insist that
applications enforce that version by, e.g., containing lists of
unassi gned characters and prohibiting their use. O course, this
woul d prohibit evolution to include new y-added scripts and the
tabl es of unassi gned code points woul d be cunbersone.

2. Require that every Unicode "text" string or file start with a
version indication, sonewhat akin to the "byte order mark"
indicator. It is unlikely that this provision would be
practical. Mre inportant, it would require that each
application inplenmentation be prepared to either support multiple
normal i zati on tabl es and versions or that it reject text from
Uni code versions with which it was not prepared to deal

3. Devise a different set of normalization rules that would, e.g.,
guarantee that no character assigned to a previously-unassi gned
code point in Unicode was ever normalized to anything but itself
and use those rules instead of NFC. It is not clear whether or
not such a set of rules is possible or whether some other
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conpletely stable set of rules could be devised, perhaps in
conbination with restrictions on the ways in which characters
were added in future versions of Unicode.

4. Devise a normalization process that is otherw se equivalent to
NFC but that rejects code points that are unassigned in the
current version of Unicode, rather than mapping those code points
to thenselves. This would still |eave sone risk of inconpatible
corrections in Unicode and possibly a few edge cases, but it is
probably stabl e enough for Internet use in the overwhel m ng
nunber of cases. This process has been discussed in the Unicode
Consortium under the nane "Stable NFC'.

None of these approaches seens ideal: the ideal procedure would be as
stabl e and predictable as ASCII has been. But that level is sinmply
not feasible as long as Unicode continues to evolve by the addition
of new code points and scripts. The fourth option listed above
appears to be a reasonabl e conpronise

6. Security Considerations

This specification provides a standard formfor the use of Unicode as
"network text". Most of the sane security issues that apply to
UTF-8, as discussed in [ RFC3629], apply to it, although it should be
slightly less subject to some risks by virtue of requiring NFC
normal i zati on and general ly bei ng sonmewhat nore restrictive.

However, shifts in Unicode versions, as discussed in Section 5.2, nay
i ntroduce other security issues.

Prograns that receive these streanms should use extrene cauti on about
assunming that inconming data are nornalized, since it might be
possible to use unnormalized fornms, as well as invalid UTF-8, as part
of an attack. |In particular, firewalls and other systens that
interpret UTF-8 streans shoul d be devel oped with the clear know edge
that an attacker may deliberately send unnornelized text, for

i nstance, to avoid detection by naive text-matching systens.

NVT contains a requirement, of necessity repeated here (see

Section 2), that the CR character be imediately foll owed by either
LF or ASCII NUL (an octet with all bits zero). NUL rmay be

probl ematic for some progranm ng | anguages that use it as a string
termi nator, and hence a trap for the unwary, unless caution is used.
This may be an additional reason to avoid the use of CR entirely,
except in sequence with LF, as suggested above.

The di scussi on about Uni code versi ons above (see Section 4 and

Section 5.2) makes several assunptions about future versions of
Uni code, about NFC normalization being applied properly, and about
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UTF- 8 being processed and transmitted exactly as specified in RFC

3629. If any of those assunptions are not correct, then there are
cases in which strings that woul d be considered equival ent do not
conpare equal. Robust code should be prepared for those

possi bilities.
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Appendi x A.  History and Cont ext

Thi s subsection contains a review of prior work in the ARPANET and
Internet to establish a standard text type, work that establishes the
context and notivation for the approach taken in this docunment. The
text is explanatory rather than normative: nothing in this section is
i ntended to change or update any current specification. Those who
are uninterested in this review and anal ysis can safely skip this
secti on.

One of the earlier application design decisions nade in the

devel opnent of ARPANET, a decision that was carried forward into the
Internet, was the decision to standardi ze on a single and very
specific coding for "text" to be passed across the network [RFC0020].
Hosts on the network were then responsible for translating or mapping
from what ever character codi ng conventions were used locally to that
conmon internmedi ate representation, with sending hosts mapping to it
and receiving ones mapping fromit to their local forns as needed.

It is interesting to note that at the tinme the ARPANET was bei ng
devel oped, participating host operating systenms used at |east three
di fferent character coding standards: the antiquated BCD (Bi nary
Coded Decinal), the then-doni nant mej or nmanufacturer-backed EBCDI C
(Ext ended BCD Interchange Code), and the then-still energi ng ASCl |
(Anmerican Standard Code for Information Interchange). Since the
ARPANET was an "open" project and EBCDIC was intinmately linked to a
particul ar hardware vendor, the original Network Wrking Goup agreed
that its standard should be ASCII. That ASCII formwas precisely
"7-bit ASCII in an 8-bit field", which was in effect a conpronise

bet ween hosts that were natively 7-bit oriented (e.g., with five
seven-bit characters in a 36-bit word), those that were 8-bit
oriented (using eight-bit characters) and those that placed the
seven-bit ASCI| characters in 9-bit fields with two | eading zero bits
(four characters in a 36-bit word).

More standardi zati on was suggested in the first prelimnary
description of the Tel net protocol [RFCO097]. Wth the iterations of
that protocol [RFC0137] [RFC0139] and the drawi ng together of an
essentially forrmal definition somewhat |ater [RFC0318], a standard
abstraction, the Network Virtual Terminal (NVT) was established. NVT
character-codi ng conventions (initially called "Telnet ASCI1" and
later called "NVT ASCII", or, nore casually, "network ASCI1")

i ncluded the requirenent that Carriage Return foll owed by Line Feed
(CRLF) be the common representation for ending |lines of text (given
that sone participating "Host" operating systens used the one
natively, some the other, at |east one used both, and a few used
neither (preferring variable-length lines with counts or speci al
delimters or nmarkers instead) and specified conventions for sone

ot her characters. Also, since NVT ASCII was restricted to seven-bit
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characters, use of the high-order bit in octets was reserved for the
transm ssion of control signaling information

At a very high level, the concept was that a system could use

what ever character coding and |ine representati ons were appropriate
locally, but text transnitted over the network as text nust conform
to the single "network virtual termnal™ convention. Virtually al
early Internet protocols that presune transfer of "text" assunme this
virtual term nal nodel, although different ones assune or limt it in
different ways. Telnet, the conmand stream and ASCI| Type in FTP

[ RFC0542], the nessage streamin SMIP transfer [RFC2821], and the
strings passed to finger [RFC0742] and whois [ RFC0954] are the
classic exanples. More recently, HTTP [ RFC1945] [RFC2616] foll ows
the same general nodel but permits 8-bit data and | eaves the line end
sequence unspecified (the latter has been the source of a significant
nunber of probl ens).

Appendi x B. The ASCII NVT Definition

The main body of this specification is intended as an update to, and
i nternationalized version of, the Net-ASCI | definition. The
specification is self-contained in that parts of the Net-ASCl
definition that are no | onger recommended are not included above.
Because Net-ASCI| evol ved sonmewhat over time and there has been
debat e about which specification is the "official" Net-ASCIl, it is
appropriate to review the key elenents of that definition here. This
reviewis informal with regard to the contents of Net-ASCI| and
shoul d not be considered as a normative update or summary of the
earlier specifications (Section 2 does specify some normative updates
to those specifications and sone conments bel ow are consistent with

it).

The first part of the section titled "THE NVT PRI NTER AND KEYBOARD'
in RFC 854 [RFC0854] is generally, although not universally,
considered to be the normative definition of the (ASCI1) Network
Virtual Term nal and hence of Net-ASCII. It includes not only the
graphic ASCI| characters but a nunber of control characters. The
latter are given Internet-specific nmeanings that are often nore
specific than the definitions in the ASCI|I specification. |In today's
usage, and for the present specification, the foll ow ng
clarifications and updates to that |ist should be noted. Each one is
acconpani ed by a brief explanation of the reason why the original
specification is no | onger appropriate.

1. The "defined but not required" codes -- BEL (U+0007), BS
(U+0008), HT (U+0009), VT (U+000B), and FF (U+000C) -- and the
undefined control codes ("C0") SHOULD NOT be used unl ess required
by exceptional circumstances. Either their original "network
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printer" definitions are no |longer in general use, conmon
practice has evolved away fromthe formats specified there, or
their use to sinulate characters that are better handl ed by

Uni code is no |onger appropriate. VWile the appearance of sone
of these characters on the |list may seem surprising, BS now has
an anbi guous interpretation in practice (erasing in sone systens
but not in others), the width associated with HT varies with the
environnent, and VT and FF do not have a uniformeffect with
regard to either vertical positioning or the associated

hori zontal position result. O course, telnet escapes are not
consi dered part of the data stream and hence are unaffected by
this provision.

2. In Net-ASCIl, CR MJST NOT appear except when i medi ately foll owed
by either NUL or LF, with the latter (CR LF) designating the "new
line" function. Today and as specified above, CR should
general |y appear only when followed by LF. Because page | ayout
is better done in other ways, because NUL has a speci al
interpretation in some progranm ng | anguages, and to avoid ot her
types of confusion, CR NUL should preferably be avoided as
speci fi ed above.

3. LF CR SHOULD NOT appear except as a side-effect of multiple CR LF
sequences (e.g., CR LF CR LF).

4. The historical NVT docunents do not call out either "bare LF" (LF
wi thout CR) or HT for special treatnent. Both have generally
been understood to be problematic. 1In the case of LF, there is a
difference in interpretation as to whether its semantics inply
"go to sane position on the next line" or "go to the first
position on the next line" and interoperability considerations
suggest not dependi ng on which interpretation the receiver
applies. At the same tine, msinterpretation of LF is |less
harnful than misinterpretation of "bare" CR in the CR case, text
may be erased or made conpletely unreadable; in the LF one, the
wor st consequence is a very funny-Iooking display. OCbviously, HT
is problematic because there is no standard way to transmt
intended tab position or width information in running text.

Again, the harmis unlikely to be great if HT is sinply
interpreted as one or nore spaces, but, in general, it cannot be
relied upon to format information

It is worth noting that the telnet |1 AC character (an octet consisting
of all ones, i.e., WFF) itself is not a problemfor UTF-8 since that
particul ar octet cannot appear in a valid UTF-8 string. However,
while few of them have been used, telnet permts other comrand-

i ntroducer characters whose bit sequences in an octet may be part of
valid UTF-8 characters. While it causes no anbiguity in UTF-8,
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Uni code assigns a graphic character ("Latin Small Letter Y with
Di aeresis") to U+tOOFF (octets C3 BO in UTF-8). Some caution is
clearly in order in this area.

Appendi x C. The Line-Endi ng Probl em

The definition of how a |ine ending should be denoted in plain text
strings on the wire for the Internet has been controversial from even
before the introduction of NVI. Some have argued that recipients
shoul d be required to interpret alnost anything that a sender m ght
intend as a line ending as actually a Iine ending. Ohers have

poi nted out that this would |l ead to sone anbiguities of
interpretation and presentation and would violate the principle that
we should mnimze the nunber of fornms that are pernmitted on the wire
in order to pronpte interoperability and elimnate the "every

reci pient needs to understand every sender format" problem The
design of this specification, like that of NVT, takes the latter
approach. |Its designers believe that there is little point in a
standard if it is to specify "anyone can do whatever they |ike and
the receiver just needs to cope"

A further discussion of the nature and evolution of the |ine-ending
probl em appears in Section 5.8 of the Unicode Standard [ Uni code] and
is suggested for additional reading. If we were starting with the
Internet today, it would probably be sensible to foll owthe
recommendation there and use LS (W+2028) exclusively, in preference
to CRLF. However, the installed base of use of CRLF and the

i nportance of forward conpatibility with NVT and protocols that
assune it makes that inpossible, so it is necessary to continue using
CRLF as the "New Line Function" ("NLF', see the term nol ogy section
in that reference).

Appendi x D. A Note about Rel ated Future Wrk
Consi deration should be given to a Telnet (or SSH [ RFC4251]) option

to specify this type of stream and an FTP extensi on [ RFC0959] to
permit a new "Unicode text" data TYPE.
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