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The Session Initiation Protocol (SIP)
Conf erence Bridge Transcodi ng Model

Status of This Menop

Thi s docunment specifies an Internet standards track protocol for the
Internet conmunity, and requests di scussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this meno is unlimnited.

Abstract
Thi s docunent describes how to i nvoke transcodi ng services using the
conference bridge nodel. This way of invocation neets the
requirenments for SIP regarding transcodi ng services invocation to
support deaf, hard of hearing, and speech-inpaired individuals.
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1. Introduction

RFC 5369 [ RFC5369] describes how two SIP [ RFC3261] UAs (User Agents)
can di scover inconpatibilities that prevent themfrom establishing a
session (e.g., lack of support for a common codec or for a common
nmedia type). Wen such inconpatibilities are found, the UAs need to
i nvoke transcodi ng services to successfully establish the session.
The transcodi ng framework introduces two nodels to invoke transcodi ng
services: the 3pcc (third-party call control) nodel [RFC4117] and the
conference bridge nodel. This docunent specifies the conference

bri dge nodel

In the conference bridge nodel for transcoding invocation, a
transcodi ng server that provides a particular transcodi ng service
(e.g., speech-to-text) behaves as a B2BUA (Back-to-Back User Agent)
bet ween both UAs and is identified by a URI. As shown in Figure 1,
both UAs, A and B, exchange signalling and nmedia with the transcoder
T. The UAs do not exchange any traffic (signalling or nedia)
directly between them

Fommme - +
I | **
T | * %
I AN
LERREEEE + A\

N * \\ * %

| * \\ * *

| x SIp **

sip * W\

| * \\ * *

| * \\ * *

\Vj * \ * %
Fommme - + Fommme - +
I I I I
| A | B |
I I I I
Fommme - + Fommme - +

<-SIP-> Signalling
*kkkkkk* I\/Edla

Figure 1: Conference bridge node
Sections 3 and 4 specify howthe caller A or the callee B

respectively, can use the conference bridge nodel to invoke
transcodi ng services fromT.
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2.

3.

3.

1.

2.

Ter ni nol ogy

In this docunment, the key words "MJST", "MJST NOT", "REQU RED',
"SHALL", "SHALL NOT", "SHOULD', "SHOULD NOT", "RECOMVENDED', " NOT
RECOVMENDED', "MAY", and "OPTI ONAL" are to be interpreted as
described in BCP 14, RFC 2119 [RFC2119], and indicate requirenent
| evel s for conpliant inplenentations.

Caller’s I nvocation

User agent A needs to performtwo operations to invoke transcodi ng
services fromT for a session between user agent A and user agent B.
User agent A needs to establish a session with T and provide T with
user agent B's URI so that T can generate an | NVI TE towards user
agent B.

Procedures at the User Agent

User agent A uses the procedures for RFC 5366 [ RFC5366] to provide T
with B's URl using the sane |INVITE that establishes the session
between A and T. That is, user agent A adds to the INVITE a body
part whose disposition type is recipient-list [RFC5363]. This body
part consists of a URI-list that contains a single URI: user agent
B's UR.

Note that, as described in the transcodi ng framework [ RFC5369],
the transcodi ng nodel described in this docunent is nodeled as a
two-party conference server. Consequently, this docunent focuses
on two-party sessions that need transcoding. Milti-party sessions
can be established using INVITE requests with nultiple URIs in
their bodies, as specified in [ RFC5366].

Procedures at the Transcoder

On receiving an INVITE wth a URI -1ist body, the transcoder follows
the procedures in [ RFC5366] to generate an I NVITE request towards the
URI contained in the URI-1ist body. Note that the transcoder acts as
a B2BUA, not as a proxy.

Additionally, the transcoder MJST generate the From header field of
the outgoing I NVITE request using the same val ue as the From header
field included in the inconmng INVITE request, subject to the privacy
requi rements (see [ RFC3323] and [ RFC3325]) expressed in the incom ng
I NVITE request. Note that this does not apply to the "tag"

par anet er.
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The session description the transcoder includes in the outgoing

I NVI TE request depends on the type of transcodi ng service that
particul ar transcoder provides. For exanple, a transcoder resol ving
audi o codec inconpatibilities would generate a session description
listing the audi o codecs the transcoder supports.

Wien the transcoder receives a final response for the outgoing |INVITE
requests, it generates a new final response for the incomng INVITE
request. This new final response SHOULD have the sane status code as
the one received in the response for the outgoing |INVITE request.

If a transcoder receives an INVITE request with a URI-list with nore
than one URI, it SHOULD return a 488 (Max 1 URl allowed in URI-1ist)
response.

3.3. Exanple

Figure 2 shows the nessage flow for the caller’s invocation of a
transcoder T. The caller A sends an INVITE (1) to the transcoder (T)
to establish the session A-T. Follow ng the procedures in [ RFC5366],
the caller A adds a body part whose disposition type is recipient-
list [ RFC5363].

|----- (1) INVITE SDP A----- >

<-(2) 183 Session Progress-

B
I
I
|
|----- (3) INVITE SDP TB---- >
I

I
I
I
I
I I
| <----(6) 200 OK SDP TA----- |
I

|~--mm-- (7) ACK---------- >|
kkhkkhkkhhkkkhkhhkkhkkhkkhkhhkkhkkikhkikhkkhkkikhikk*k | kkhkkhkkhhkkkikkhhkkhkkhkkhkhhkkikkikhkikkikkhkkikhkk*k

|
| ** Medi a *x|wn Medi a "
I
I

kkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkh*x | kkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkh*k

Figure 2: Successful invocation of a transcoder by the caller
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The foll owi ng exanple shows an INVITE with two body parts: an SDP
[ RFC4566] session description and a URI-1ist.

I NVI TE si p: transcoder @xanple.com SIP/ 2.0
Via: SIP/ 2.0/ TCP client.chicago. exanpl e.com
; branch=z9hG4bKhj hs8ass83
Max- Forwar ds: 70
To: Transcoder <sip:transcoder @xanpl e. org>
From A <sip: A@hi cago. exanpl e. conp; t ag=32331
Cal | -1 D: d432f a84b4c76e66710
CSeq: 1 INVITE
Contact: <sip: A@lient.chi cago. exanpl e. con>
Al low. | NVITE, ACK, CANCEL, OPTIONS, BYE, REFER
SUBSCRI BE, NOTI FY
Al'l ow Events: dial og
Accept: application/sdp, message/sipfrag
Require: recipient-list-invite
Content - Type: nul tipart/m xed; boundar y="boundaryl"
Cont ent - Lengt h: 556

--boundaryl

Cont ent - Type: application/sdp

v=0

o=exanpl e 2890844526 2890842807 I N | P4 chi cago. exanpl e. com
S=-

c=IN1P4 192.0.2.1

t=0 0

mFaudi o 50000 RTP/ AVP 0O
a=rtpmap: 0 PCMJ 8000

--boundaryl
Cont ent - Type: application/resource-lists+xn
Cont ent - Di sposition: recipient-list

<?xm version="1.0" encodi ng="UTF-8"?>
<resource-lists xmns="urn:ietf:parans: xnl:ns:resource-lists"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance" >

<list>
<entry uri="sip: B@xanmple.org" />
</list>
</resource-|ists>
--boundaryl- -

On receiving the INVITE, the transcoder generates a new | NVITE
towards the callee. The transcoder acts as a B2BUA, not as a proxy.
Therefore, this new INVITE (3) belongs to a different transaction
than the INVITE (1) received by the transcoder
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When the transcoder receives a fina
generates a new final response (6) for

response (4) fromthe call ee,
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it

INVITE (1). This new fina

response (6) has the sane status code as the one received in the

response fromthe callee (4).

3.4. Unsuccessful Session Establishnent
Figure 3 shows a sinilar

Neverthel ess, this tine the callee gene

(4). Consequently, the transcoder gene
(6) towards the caller as well.
A T
I I
[----- (1) INVITE SDP A----- >|
I
<-(2) 183 Session Progress-|
|----- (3) I

<----(6) 603 Decline

I
I
|
| | <----(4) 603 Decline
I
I
I
I

Fi gure 3: Unsuccessful

The ambiguity in this flowis that,
gets | ost,
response nmeans that the initial INVITE
transcoder or that the I NVI TE generated
rejected by the callee. The use of the
[ RFC4244] between the transcoder and th
ambi gui ty.

Note that this anmbiguity problemcould
havi ng transcoders act as a pure confer

if the provisional
the call er does not know whether the 603 (Decline)

nessage flow as the one in Figure 3.

rates a non-2xx final response
rates a non-2xx final response
B
I
I
|
NVI TE SDP TB--- - >|
I

session establishnent

response (2)

(1) was rejected by the

by the transcoder (4) was

"Hi story-1nfo" header field

e caller resolves the previous

al so have been resol ved by
ence bridge. The transcoder

woul d respond with a 200 (OK) to the INVITE request fromthe caller,
and it would generate an outgoing I NVITE request towards the callee.

The caller woul d get
I NVI TE request by subscribing to the co
[ RFC4575] at the transcoder.
the anbi guity probl emw thout requiring
Info" header field, it is nore conpl ex,
nmessages, and introduces hi gher session
was not chosen to inplenent transcoding
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Al t hough this flow woul d have resol ved

support for the "History-
requires a hi gher nunber of
setup delays. That is why it
servi ces.
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4. Callee’ s Invocation
If a UA receives an INVITE with a session description that is not
acceptable, it can redirect it to the transcoder by using a 302
(Moved Tenporarily) response. The Contact header field of the 302
(Moved Temporarily) response contains the URI of the transcoder plus
a "?body=" paraneter. This paranmeter contains a recipient-list body
with Bs URI. Note that sone escaping (e.g., for Carriage Returns
and Line Feeds) is needed to encode a recipient-list body in such a
paraneter. Figure 4 shows the nessage flow for this scenario.
A T B
I I I
I (1) INVITE SDP A-------mmmimm oo - - >|
I I I
[ <--------me-- (2) 302 Moved Tenporarily--------------- |
I I I
I (3) ACK-----mmmmmm e >|
I I I
| ----- (4) INVITE SDP A----- >| |
I I I
| <-(5) 183 Session Progress-| |
| | ----- (6) INVITE SDP TB---->|
I I I
| | <----- (7) 200 K SDP B----- |
I I I
I |--------- (8) ACK---------- >|
| <----(9) 200 OK SDP TA----- | |
I I I
EEEEEEES (10) ACK---------- > |
I kkhkkkkhkhkkkhkkhkhhkkhkhkkkikkikhkkkhkkk*x | kkhkkkkhkhkkkhkkhkhhkkhkhkkhkhkkikhkkkikkk*x I
| ** Medi a *ok | kx Medi a *x |
| kkhkkkkhkhkkkhkkhkhhkkhkhkkkikkikhkkkhkkk*x | kkhkkkkhkhkkkhkkhkhhkkhkhkkkikkikhkkkhkikk*x |

Figure 4: Callee’ s invocation of a transcoder

Note that the syntax resulting fromencoding a body into a URI as
described earlier is quite conplex. It is actually sinpler for
call ees to invoke transcodi ng services using the 3pcc transcoding
nodel [RFC4117] instead.

5. Security Considerations
Transcoders inplenenting this specification behave as a URI-1|i st
service as described in [ RFC5366]. Therefore, the security
consi derations for URI-1ist services discussed in [ RFC5363] apply
here as well.
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7.

7.

1.

In particular, the requirenents related to list integrity and
unsolicited requests are inportant for transcodi ng services. User
agents SHOULD integrity protect URI-1ists using nechanisns such as
S/M ME [ RFC3850] or TLS [ RFC5246], which can also provide URI-1i st
confidentiality if needed. Additionally, transcoders MJST

aut henticate and authorize users and MAY provide infornation about
the identity of the original sender of the request in their outgoing
requests by using the SIP identity mechani sm [ RFC4474].

The requirenent in [RFC5363] to use opt-in lists (e.g., using RFC
5360 [ RFC5360]) deserves special discussion. The type of URI-1i st
service inplenented by transcoders follow ng this specification does
not produce anplification (only one INVITE request is generated by
the transcoder on receiving an | NVITE request froma user agent) and
does not involve a translation to a URI that may be ot herw se unknown
to the caller (the caller places the callee’s URI in the body of its
initial INVITE request). Additionally, the identity of the caller is
present in the INVITE request generated by the transcoder.

Therefore, there is no requirenent for transcoders inplenenting this
specification to use opt-in lists.

Contri butors

Thi s docunment is the result of discussions anpngst the conferencing
design team The nmenbers of this teaminclude Eric Burger, Henning
Schul zrinne, and Arnoud van Wj k.
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Ful I Copyright Statenent
Copyright (C) The I ETF Trust (2008).

This docunent is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR IS SPONSORED BY (IF ANY), THE I NTERNET SOCI ETY, THE | ETF TRUST AND
THE | NTERNET ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS
OR | MPLI ED, | NCLUDI NG BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF
THE | NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. |Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nmade to obtain a general |icense or permission for the use of
such proprietary rights by inplenmenters or users of this

speci fication can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that nmay cover technol ogy that nay be required to inplenment
this standard. Please address the information to the |IETF at
ietf-ipr@etf.org.
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